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Lane Yoshiyama
5082 Telford Street
Los Angeles, California 90022

March 13, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As & concerned individual, I am writing to express my opposition to the
Department of Fustice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

Haven’t we lost enough of our rights already? I do not believe this
requirement is necessary. Longstanding laws already require Interneft Service
Providers and Internet telephone companies to allow the FBI to conduct
surveillance. The FBI is going far beyond these existing powers by trying to
force the industry to actually build its systems around government
eavesdropping. It is the equivalent of the government reguiring all new homes
be built with a peephole for Taw enforcement to look thraugh.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakars, after extensive deliberations, set up boundaries for how
the FBI can c¢ollect information between sour<es 1ike phone companies and data
saurces like e-mail. The FBI?s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our persanal <communications, the
gavernment is creating the very real potential for hackers and thieves ? or
even rogue goverhnment agents ? to access our personal communications.  Past
effaorts to provide this sort of Phackdoor? access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to cppose the dangerous suggestion of the Department of
Justice that our new Internet communication techneleogies sheuld have built-in
wiretapping.

I 1ook forward to hearing vour thoughts on this matter.

Sincerely,

Lane Yoshiyama



Thu 25 Mar 2004 '9?252:03 AM EST P. 11
Ami Tallman

1642 Lyman Place #110
Los Angeles, CA 90027

March 19, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingtaon, DC 20554

FCC Chairman Powell:

fAs a concerned individual, T am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allaow
the FBI to conduct surveillance. The FBI is going far bevond these existing
powers by trying to force the industry to actually build its systems araound
government eavesdropping. It is the equivalent of the government requiring all
new homes he built with a peephole for law enforcement to look thraough.

I am very cancerned that this reguirement represents an end-run around
Caongress. Lawmakers, after extensive deliberations, set up houndaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

T understand that by requiring a master kKey to our personal communications, the
gaovernment is <reating the very real potential for hackers and thieves ar
even rogue government agents to access cur personal communications. Past
efforts to provide this sort of ‘backdoor access have not been successful and
only created a rich opportunity for hackers.

Chece again, I urge you to oppose the dangercous suggesticon of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sinceraly,

Ami Tallman
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arina Wiesenbach

14817 Whitman Ave. N. #10
Shoreline, WA 38133

Marc<h 19, 2004

fCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

washington, DC 26554

FCC Chairman Powell:

A5 a concerned individual!, I am writing to express my opposition to the
Uepartment of TJustice s request that all new Internet communication services he
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allaow
the FBI to conduct surveillance. The FBI is going far beyand these existing
powers by trying to force the industry to actually build its systems around
government eavesdrapping. It is the equivalent of the qovernment requiring all
new homes he built with a peephole for law enforcement to Togk through.

I am very concerned that this requirement represents an end-run arcund
fongress. Lawmakers, after extensive deliherations, set up boundaries for how
the FBI ¢an collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that ¢areful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
gven rogue government agents to access nur personal communications. Past
effarts to provide this sort of backdocor access have not been successful and
only created a rich apportunity for hackers.

Once again, I urge you to oppose the dangercus suggestion of the Department of
Justice that our new Internet communicatiaon technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Marina E. Wiesenhach
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Andrew Aronoff

1800 Bay Area Bivd,
Houston, T¥ 77058

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW '
Washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
reguired to have built-in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent af the government requiring all
new homes be built with a peephole for Taw enforcement to Toeok through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources JTike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key tc our personal communications, the
government is creating the very real potential for hackers and thieves or
EVEN rogue government agents to access our persaonal communications, Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangsrous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I logk forward to hearing your thoughts on this matter.

Sincerely,

Andrew Aronoff
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Paul Gettmann

1812 E Republican St #7
Seattle, WA 98112

March 19, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Strest SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my apposition to the
Department of Justice s request that all nrew Internet communication services he
required to have built—in wiretapping access.

1 do not believe this requirement is necessary. Longstanding laws already
require Internet Service Froviders and Internet telephone companies to allow
the FEI to conduct surveillance. The FEI is going far beyond these existing
powers hy trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a videocamera pre—installed so law enforcement has an
ongoing analysis of the footage. Currently the FBI has a peephale into
citizen’s PCs...what about the Bill of Rights?

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that hy requiring a master key to our personal communications, the
gavernment is creating the very real potential for hackers and thieves or
EVEen rogue government agents ta access nur personal communications. Past
efforts to provide this sort of bhackdoor access have not been successful and
only created a rich opportunity for hackers.

once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communicaticn technologies should have built—in
wiretapping.

I look farward to hearing your thoughts on this matter.

Sincerely,

Paul Gettmann
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Bobby Trout

2837 (R 668
Broseley, Missouri 63932

March 18, 2004

FCC Chairman Michael Powell
Federal Communicatians Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a cancerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

T do not believe this requirement is nacessary. Longstanding laws already
require Internet Service Providers and Internet telephone campanies tec allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government savesdrapping. Tt is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very cohcerned that this regquirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect informatiaon between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the Tegisiative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
aven rogue government agents to access our persanal cammunications. Past
efforts to provide this sort of backdosr access have not bkeen successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Bobby Trout
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Mike Budd
3621 NW Third Avenue
Boca Raton, FL 33431

March 18, 2004

FCC Chairman Michael Powell
federal Communicaticns Commission
445 12th Street SW

Washingtan, DC 20554

FCC chairman Powell:

As a cancerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to alleow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdropping. It is the eqguivalent of the government reguiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Cangress. Lawmakers, after extensive deliberations, set up houndaries for how
the FBI can c<ollect infarmation between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the Tegislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue qovernment agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich apportunity for hackers,

Once again, I urge vou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technelogies should have built—in
wiretapping.

I lock forward to hearing your thoughts on this matter.

Sincerely,

Mike Budd
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Karen Beane

13350 Emporia
Houston, T¥ 77013

March 18, 2004

FCC Chajrman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingten, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
bepartment of Justice s request that all new Internet communication services he
required to have built—in wiretapping access,

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to aliow
the FBI to conduct surveillance. The FBI is coing far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdrapping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to logk through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources Tike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the lsgislative process to alter that careful balance.

I understand that by requiring a master key to our personal <ommunications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access aur personal cammunications. Past
effarts to provide this sort of backdoor =ac¢cess have not been successful and
only created a rich apportunity far hackers.

once again, I urge vou to oppose the dangerous suggestion af the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

kKaren A, Beane
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Jim Haynie

3032 Foose Rd
Malibu, CA 90265

March 139, 2004

FCC Chairman Michsel Powell
Federal Communications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

fs a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is nacessary. Longstanding Taws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
pawers by trying to force the industry to actually build its systems around
gavernment eavesdropping. It is the eguivalent of the gavernment requiring all
rnew homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Cangress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdocor access have not been successful and
only created a rich opportunity for hackers.

once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communicaticn technologies should have built—in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Jim Haynie
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Gunilia Leavitt

303 Potrero St. #42-106
Santa Cruz, A& 95060

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powel?l:

As a concerned individual, I am writing to express my opposition ta the
Department of Justice s request that all new Internet communication services be
required to have built—-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Seryice Providers and Internet telephone campanies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government reguiring all
new homes be built with a peephole for Jaw enforcement to laok through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberatioens, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI 5 aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue gaovernment agents to access our personal communications, Past
effarts to provide this sort of backdoor access have naot been successful and
only <reated a rich opportunity for hackers.

Once again, I urce vyou to oppose the dangerous suggestion of the Department of
Justice that our new Interpet communication technologies should have built-=in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Cunilia Leavitt
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Andrew Donovan—-Shead

1708 S Delaware PI
Tulsa, OK 74104

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephane companies to allaow
the FBI to conduct surveillance. The FBI is going far heyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to Took through.

I am very concerned that this reguirement represents an end-run around
Cangress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect informaticn between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by regquiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort af backdoor access have not heen successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that ocur new Internet communication technologies should have built-in
wiretapping.

1 look forward to hearing your thoughts on this matter.

Sincerely,

Andrew Donovan-Shead
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Paul Riordan

2026 Dewes Street
Glenview, IL 50025

March 18, 2004

FCC Chairman Michael Powel]
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of TJustice s reguest that all new Internet. communication servicass bhe
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allaow
the FBI tc conduct surveillance. The FBI is gaing far beyond these existing
pawers by trying to force the industry to actually build its systems around
gavernment eavesdropping. It is the equivalent of the government reguiring all
new homes he built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up houndaries for haow
the FEI <an collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and esxpansive reading of the law
would bypass the legislative praocess to alter that careful balance.

I understand that by requiring a master key ta our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not heen successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Paul Riordan
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Rehecca Gray

2421 Tusitala St., #2703
Honolulu, HI 86813

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12rh Street SW

Washington, DC 20554

FCC Chairman Powell:

As a caoncerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent cof the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI ¢an collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Jaw
would bypass the legislative process to alter that careful balance.

I understand that by reqguiring a master key to our persanal communications, the
government is creating the very real paotential for hackers and thieves or
even rogue government agents to access our personal communications. Past
effarts to provide this sort of backdoor access have not heen successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Rebecca Gray
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Janice Tochum

14125 VYacht Club Blvd.
Seminole, FL 33776

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washington, 0C 20554

FCC Chairman Powell:

As & cancerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services he
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Praviders and Internet telephone companies to allow
the FBI to conduct surveillance, The fBI is going far beyond these existing
powers by trying to force the industry to actually build its systems arcund
government eavesdropping. It is the eguivalent of the government requiring all
hew homes he built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. tawmakers, after extensive deliberations, set up boundarties far how
the FBI can collect information hetween scurces like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful halance.

I understand that by requiring a master key to our personal communicatians, the
government is creating the very real potentiail for hackers and thieves ar
gyen rogque government agents to access our personal communications. Past
efforts to provide this sort of hackdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built~in
wiretapping.

I ook forward to hearing your thoughts on this matter.

Sincerely,

Janice C. Jochum
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Howard Anshell

4577 36th St.
San Diego, CA 32116

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing toc express my opposition to the
Department of Tustice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not helieve this requirement is necessary. Llongstanding laws already
reguire Internet Service Providers and Internet telephone companies tc allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the gavernment requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress, Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the Tlaw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key ta our personal communications, the
government is creating the very real potential for hackers and thieves ar
aven roque qovernment agents to access our personal communications. Past
effarts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to appose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Howard Anshell
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Tacquie Olsen

4 Second Street Extension
bDonora., FA 15033

March 13, 2004

FCC Chajirman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, 0C 20554

FCC Chairman Powell:

A5 a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
teguire Internet Service Providers and Internet telephons companies to allow
the FBI to conduct surveillance. The FBI is geoing far beyond these existing
bowers by trying te force the industry to actually build its systems arcund
government eavesdropping. It is the eguivalent of the government requiring all
hew homes he built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run aroundg
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can callect information between sources like phone companies and data
sources 1ike e—mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understard that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
gven rogue dovernment agents to access our persaonal communications. Past
efforts to praovide this sort of backdecor access have not been successful and
only created a rich opportunity far hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that cur new Internet communication technologies should have built—in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Jacquie Qlsen
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{assidy Taytor

225 Milroy St NW
Olympia, WA 38502

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, 0C 20554

FCC Chairman Powell:

fs a concerned individual, T am writing to express my cpposition to the
Cepartment of Tustice s reguest that all new Internet communication services be
reguired to have built—in wiretapping access.

I do not believe this reguirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the fBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build jts systems around
government eavesdropping, It is the equivalent of the government reguiring all
new homes be built with a peephole for law enforcement ta loaok thraough.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e~mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our perscnal communications, the
government is creating the very real potential for hackers and thieves or
eyen rogue government agents to access ocur personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urae vou to oppose the dangerous sugaesticn of the Department of
Justice that our new Internet communication technologies shouid have built-in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Cassidy Tayior
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Nancy Abt

4160 McGraw Rd.
Pahrump, NV 89069

March 19, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole far law enforcement to look through.

I am very concerned that this requirement represents an end-run arcund
Congress. lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources 'ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
govarnment 15 creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communicatiaons. Past
effarts to provide this sort of backdoor access have not heen successful and
only created a rich aopportunity for hackers,

once again, I urge you to appose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies sheould have built-in
wiretapping.

I lTook forward to hearing your thoughts on this matter.

Sincerely,

Kancy Bbt
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kristen Thomas

549 elizabeth st
san francisco, ca 94114

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a <oncerned individual, I am writing to express my opposition te the
Department of Justice s request that all new Internet communication services he
required te have built-in wiretapping access.

T do not helieve this reguirement is necessary. Longstanding laws already
reguire Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBT is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring ail
new homes be built with a peephole far law enforcement to look through.

I am very concerned that this requirement represents an end-run arcund
Congress, lLawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect infarmation between sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the Jaw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our perscnpal caommunications, the
government is <reating the very real potential for hackers and thieves or
even rogue government agents to access our perscnal communi<ations. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge vou to oppose the dangerous suggestion of the Department of
Tustice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Kristen Thomas
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Thomas Talboy

P. 0. Box 2251
Monterey, CA 33342

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
44% 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet <ommunicatiaon services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement ta look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e—-maii. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications. Past
effarts to provide this sort of backdoor access have not been successful and
cnly created a rich cpportunity for hackers.

Once again, I urge you to oppose the dangerous suggestian of the Department of
Justice that our new Internet <ommunication technologies should have built-in
wiretapping.

I Yook forward to hearing your thoughts on this matter.

Sincerely,

Thomas Talbay
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Tina Olsen

4418 Weeping Spruce Ct,
Concord, CA 94521

March 18, 2004

FCC Chairman Michael Powell
Federal Communicaticns Commissicn
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a8 concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
reguired to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. Tt is the equivalent of the government requiring all
new homes be huilt with a peephole for law enforcement to look through.

I am very concerned that this regquirement represents an end-run around
Congress. Lawmakers, after extensive deiiberations, set up boundaries for how
the FBI can collect informatien betwean sources like phone companies and data
sgurces 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue qovernment agents to access our personal communications. Past
efforts to provide this sart of backdoor access have not been successful and
only created a rich opportunity for hackers.

On<e again, I urge vou tc oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Tina Olsen
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Ben Roberts

Box 8B
New York, NY 10159

March 19, 2004

FCC Chajrman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a cahcerned individual, I am writing to express my oppositicn to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement 15 necessary. Longstanding Taws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance., The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdropping. It is the equivalent of the gavernment requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run arcound
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources Jike e-mail. The FBI s acgressive and expansive reading of the law
would bypass the legislative process to alter that careful balance,

I understand that by requiring a master key to our personal <ommunications, the
government is creating the very real potential for hackers and thieves Gr
even rogue gevernment agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Ben Roberts
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Eva Sandrof

49 Golf Court
Teaneck, New Jersey 07666

March 18, 2004

FCC Chairman Michael Powell
Federal Communicaticns Commission
445 12th Streest SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, T am writing to express my opposition to the
Department of Justice s regquest that all new Internet communication services he
reguired to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies teo allaw
the FBI to conduct surveiilance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the gavernment requiring all
new homes he built with a peephole for law enfarcement to look thraugh.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberaticns, set up boundaries for how
the FBI <an collect information between sources 1ike phaone companies and data
sources 1ike e-mail. The FBI s aygressiyve and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I underctand that by requiring a master key to cur personal communications, the
government is creating the very real potential for hackers and thieves or
gven rogue government agents to ac<ess our personal communications. Past
effarts to provide this sort of backdoor access have not been successful and
only created a rich appartunity for hackers.

Once again, I urge vou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I JTook forward to hearing your theoughts on this matter.

Sincerely,

Eva Sandrof
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Chris S111

1728 1/2 Banks
Houston, Texas 77038

March 18, 2004

FCC Chairman Michael Powell
federal Communications Commissian
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reqguirement is necessary. Lengstanding laws alrezady
reguire Internet Service Providers and Internet telephone companies teo allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. lawmakers, after extensive deliberaticns., set up boundaries for how
the FBI can c¢ollect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful bhalance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
ev¥en roque gqovernment agents to access our personal communicatians, Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity far hackers.

once again, I urge vou to oppose the dangerous suggestion of the Department of
Justice that our hew Internst communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Chris Si1l
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Faye Rastegar

108 East Rock Rd
New Haven, T 06311

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chajrman Powell:

A5 a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Interpet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone campanies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a seephole for law enforcement to leok through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect infarmation between sources Tike phane companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the Jegislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves Gr
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have buiit-in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Fave Rastegar



